[bookmark: _GoBack]Dear Acronis Service Provider Partner,
We wanted to take a moment to talk to you about Acronis Backup Cloud and protection from current and future ransomware attacks. It long been stated that the most solid defense from having to pay a ransom is to have current cloud backups. (This, in combination with good anti-virus protection and best-practice computing habits.) By following Acronis’s 3-2-1 rule of data protection, combining secure local and cloud-based storage, you will always be able to recover your customers’ valuable data.
Acronis Backup Cloud keeps your customers’ data protected better than any other backup vendor’s solution. A backup service powered by Acronis will stop ransomware attacks and prevent your customers from having to pay to recover. Acronis Active Protection identifies, stops, and automatically recovers from ransomware infections so that your customers’ data stays safe, even when the front-lines of defense are defeated. By building your services on Acronis Backup Cloud, you ensure your business provides the best solution available for protecting your customers from ransomware.
The Acronis Cloud team is working around the clock to bring powerful Acronis Active Protection to our business and cloud backup products. Over the coming weeks you will hear more about the timelines for when to expect this exciting technology to land in your datacenter. 
Today Acronis Backup Cloud delivers on giving your customers innovative, powerful, easy-to-use backup that protects their data locally and in the cloud. Combining a backup service powered by Acronis with secure cloud storage and your best-practice computing recommendations, your customers can feel safe that you’re delivering the best solution possible. 
If you have any questions at all, please, do not hesitate to contact me directly. Your success is as important to us as it is to you. 

Best regards,

<Please input signature and contact information>

